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1
Decision/action requested

It is asked to discuss and approve this contribution.
2
References

[1]
3GPP TR 28.801 Study on management and orchestration of network slicing
3
Rationale

In Section 7.13 of TR 28.801, the solution of management exposure is proposed, where there are editor’s note remaining:

1. Whether the management function of the operator is capable of granting the permission;

2. Which management function of the operator grants the permission.

Regarding the first editor’s note, due to the management function (e.g. CSMF and NSMF) is managed by the operator, the permission is either granted by the operator manually via the management function or is granted by the management function automatically on behalf of operator’s will based on pre-defined policy. Hence, the relevant description in this solution is reworded.

For the second editor’s note, the management data exposure is discussed in section 7.12 and 7.14, the management data exposure may follow that solution. As for the management operation related exposure, since the management operation, especially the LCM of the NSI is done by the NSMF, hence the permission granting of management operation is proposed to be done via the NSMF.

Base on above discussion, this contribution resolves the editor’s notes and improves the wording of this solution correspondingly.
4
Detailed proposal

It is proposed to make the following changes to TR 28.801 [1].
	Start


7.13
Limited level of management exposure for NSI

The NSI is created according to customer’s service request, where the management exposure may be one of requirements. The potential solution for management exposure is to enforce management isolation as described below:

1.
The operator or the operator’s management system receives the management exposure request as a part of the customer’s request.

2.
The NSMF identifies the type of the management exposure as below:

a)
If the NSSI is shared by the other NSIs, the management isolation of the NSSI is configured to only allow the management data and management operations relates to the specific NSI to be exposed via the management system.

b)
If the NSSI is not shared by the other NSIs, no management isolation configuration is needed. 

3.
Based on the identified type of management exposure, the CSMF derives the valid management exposure.

4.
The permission of the agreed management exposure is granted by the operator via specific management function:
a) The management data (e.g. performance data, fault data) related exposure is granted via the CSMF, the exposure solution refers to section 7.12 and 7.14.

b) The management operation (e.g. lifecycle of the NSI, set performance threshold) related exposure is granted via the NSMF, an access of the customer to the NSMF is authorised.

5.
The NSI management request is sent to the appropriate management function via the authorised access.

6.
The management data and management operation result is feedback to both the requester and the operator.
	End of changes


